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Eventually, you will utterly discover a other experience and triumph by
spending more cash. yet when? get you endure that you require to acquire
those all needs considering having significantly cash? Why dont you attempt to
get something basic in the beginning? Thats something that will lead you to
comprehend even more just about the globe, experience, some places,
considering history, amusement, and a lot more?

It is your totally own mature to piece of legislation reviewing habit.
accompanied by guides you could enjoy now is Ffiec Cloud Outsourcing

Guidelines below.

Information Systems
Security and Privacy

Many international and
regional groupings are now
examining various aspects
of fintech, in line with their
respective mandates. There
have been calls for greater
international cooperation
and guidance about how to
address emerging issues,
with some also cautioning
against premature policy

International Monetary Fund responses. In response to
"Rapid advances in financial {hese calls from member

technology are transforming countries, the IMF and the

the economic and financial

landscape, offering wide-

World Bank staff have
developed the Bali Fintech

ranging opportunities while Agenda, summarized in

raising potential risks.
Fintech can support

Annex | of this paper. The
Agenda brings together and

potential growth and poverty 54vances key issues for
reduction by strengthening policymakers and the

financial development,

international community to

inclusion, and efficiency—but -gnsider as individual

it may pose risks to
consumers and investors
and, more broadly, to
financial stability and

countries formulate their
policy approaches. It distills

these considerations into 12

elements arising from the

integrity. National authorities experiences of member

are keen to foster fintech’s
potential benefits and to
mitigate its possible risks.
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iIssues by individual member

countries, including in their
own domestic policy
discussions. It does not
represent the work program
of the IMF or the World
Bank, nor does it aim to
provide specific guidance or
policy advice. The Agenda
will help guide the focus of
IMF and World Bank staff in
their work on fintech issues
within their expertise and
mandate, inform their
dialogue with national
authorities, and help shape
their contributions to the
work of the standard-setting
bodies and other relevant
international institutions on
fintech issues. Implications
for the work programs of the
IMF and World Bank will be
developed and presented to
their respective Executive
Boards for guidance as the
nature and scope of the
membership’s needs—in

countries. The Agenda offers response to the Bali Fintech

a framework for the
consideration of high-level
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Agenda—become clearer.”
Cyber Security Policy Guidebook
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Createspace Independent
Publishing Platform

In all enterprises around the
world, the issues, opportunities
and challenges of aligning I'T
more closely with the
organization and effectively
governing an organizations I'T
investments, resources, major
initiatives and superior
uninterrupted service is becoming
a major concern of the Board and
executive management. An
integrated and comprehensive
approach to the alignment,
planning, execution and
governance of IT and its
resources has become critical to
more effectively align, integrate,
invest, measure, deploy, service
and sustain the strategic and
tactical direction and value
proposition of IT in support of
organizations. Much has been
written and documented about
the individual components of IT
Governance such as strategic
planning, demand management,
program and project
management, IT service
management, strategic sourcing
and outsourcing, performance
management, metrics,
compliance and others. Much less
has been written about a
comprehensive and integrated
approach

Cfpb Supervision and
Examination Manual
Springer Science & Business
Media

Cloud Computing Basics
covers the main aspects of
this fast moving technology
so that both practitioners and
students will be able to
understand cloud computing.
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The author highlights the key | egal

aspects of this technology
that a potential user might
want to investigate before
deciding to adopt this
service. This book explains
how cloud services can be
used to augment existing
services such as storage,
backup and recovery.
Addressing the details on
how cloud security works
and what the users must be

framewor k and
t he supervisory
process since the

| ast BCP review,
resulting in high
conpl i ance. The
commer ci al banki ng
sector appears to
be sound and stable
wth a diversified
| ending profile and
a steady source of
fundi ng. The

prepared for when they move i nvol venent of

their datato the cloud. Also
this book discusses how
businesses could prepare for
compliance with the laws as
well asindustry standards
such as the Payment Card
Industry.

Assessing Cyber Security CRC
Press

Cloud Computing
BasicsSpringer

Enabl i ng Security

I n_a Continuous
Delivery Pipeline
Canbri dge

Uni versity Press
This Detail ed
Assessnent of
Cbservance on the
Basel Core
Princi pl es (BCP)
for effective
banki ng supervi sion
on Thail and

hi ghl i ghts that

t here have been
signi fi cant
enhancenents to the
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ot her mnisteri al
authorities in
Speci al i zed

Fi nanci al

| nstitutions
supervi si on may

af fect standard-
setting processes
and the m ndset of
key deci sion nmakers
for commercia

banks when trying
to level regulatory
standards. The
supervi sory

f ramewor k and
practices provide

t he foundation for
t he conti nued

devel opnent of risk-
based supervi sion.
Notifications and
exam nati on manual s
I ncreasi ngly focus
on anal ysi s of
qualitative factors
such as governance,
ri sk managenent and
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ri sk appetite
statenents to
determ ne the
bank’ s conposite
rati ng. The report
recomrends t hat
efficiency of

enf orcenent actions
woul d be i ncreased
by aligning

Fi nanci al

I nstitutions

Busi ness Act

requi renments and
Bank of Thail and

I nternal practices.
O f - bal ance Sheet
Activities John WIley
& Sons

This technical note

| everages on the 2015
FSAP whi ch concl uded
that the United States
(U.S.) had a high
degree of conpliance
wi th the Basel Core
Principles (BCPs).
FSAP revi ewed the
progress achieved in
addressing the main
weaknesses previously
identified and the
mai n supervi sory and
regul atory

devel opnents since
then. The key focus
are the steps taken by
the U.S. authorities
in recent years to
recalibrate and
further tailor the
banki ng regul atory and
supervi sory framework
and the role of stress
tests in the
supervi si on process.

The
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The FSAP team has not
covered the inpact of
COVI D- 19 out break on
banks supervi si on and
has not discussed with
authorities the rel ated
policy response. The
FSAP r ecommendati ons
are nmeant to be

consi dered once the

i npact of the pandemc
on the econony and the

banki ng sector becones
cl earer.
Fi nanci al Sect or

Assessnent Program
Det ai | ed Assessnent of
(bservance-Basel Core
Princi pl es For

Ef fecti ve Banki ng
Supervision | Gd d obal
The ubi quity of nodern
t echnol ogi es has

al | owed for increased
connectivity between
peopl e and devi ces
across the gl obe.
connect ed

i nfrastructure of
net wor ks creates
numer ous opportunities
for applications and
uses. The Internet of
Thi ngs: Breakt hr oughs
i n Research and
Practice is an
authoritative
reference source for
the | atest academ c
material on the

i nterconnectivity of
net wor ks and devi ces
in the digital era and
exam nes best
practices for
integrating this
advanced connectivity
across multiple
fields. Featuring

Thi s
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ext ensi ve coverage on

I nnovati ve

per spectives, such as
secure conputi ng,
regul at ory standards,
and trust managenent,
this book is ideally
desi gned for engineers,
resear chers,
pr of essi onal s,
students, and
practitioners seeking
scholarly insights on
the Internet of Things.
Cl oud Conputing Basics
CRC Press

This book is a revised
edition of the best
selling title

| npl enenting I T
Governance (1 SBN 978
90 8753 119 5). For
trainers free

graduat e

additional material of
this book is
avai l abl e. This can be

found under the
"Training Material"
tab. Log in with your
trai ner account to
access the material.In
all enterprises around
the world, the issues,
opportunities and
chal | enges of aligning
IT nore closely with

t he organi zati on and
effectively governing
an organi zation s IT

I nvest ment s,

resources, ngjor
initiatives and
superior uninterrupted
service is becomng a
maj or concern of the
Board and executive
managenent. An

I ntegrated and

conpr ehensi ve approach
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to the alignnent,

pl anni ng, execution and
governance of IT and
its resources has
becone critical to nore
effectively align

i ntegrate, invest,
measur e, depl oy,
service and sustain the
strategic and tacti cal
direction and val ue
proposition of IT in
support of

or gani zati ons. Much has
been witten and
docunent ed about the

i ndi vi dual conponents
of I T Governance such
as strategic planning,
demand nmanagenent,
program and proj ect
managenent, | T service
managenent, strategic
sourci ng and

out sour ci ng,

per f or mance managenent,
metrics, conpliance and
ot hers. Mich | ess has
been witten about a
conpr ehensi ve and

i nt egrat ed approach for
| T/ Busi ness Al i gnnent,
Pl anni ng, Execution and
Governance. This title
fills that need in the
mar ket pl ace and offers
readers structured and
practical solutions
usi ng the best of the
best practices
avai | abl e today. The
book is divided into
two parts, which cover
the three critica
pillars necessary to
devel op, execute and
sustain a robust and
effective I T governance
envi ronment : -
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Leader shi p, peopl e,

or gani zati on and
strategy,- IT

gover nance, its nmjor

conmponent processes and

enabl i ng

t echnol ogi es. Each of
the chapters al so
covers one or nore of
the follow ng action
oriented topics: - the
why and what of IT:
strategi c pl anning,
portfolio investnent

managenent, deci sion
authority, etc.; - the
how of IT:

Pr ogr ani Proj ect
Managenent, | T Service
Managenent (i ncl udi ng
ITIL); Strategic

Sour ci ng and

out sour ci ng;
performance, risk and
conti ngency managenent
(including COBIT, the
Bal anced Scorecard
etc.) and | eadershi p,

t eam managenent and

pr of essi onal

conpet ences.

The Basics of IT
Audit John Wley &
Sons

The ultimate Cl SA
prep guide, with
practice exans
Sybex's Cl SA:
Certified Information
Systens Auditor Study
Gui de, Fourth Edition
is the newest edition
of industry-I eading
study guide for the
Certified Information
Syst em Audi tor exam
fully updated to
align with the | atest
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| SACA st andards and
changes in IS
auditing. This new
edition provides
conpl et e gui dance
toward all content
areas, tasks, and
know edge areas of
the examand is
illustrated with real -
wor |l d exanples. All
Cl SA term nol ogy has
been revised to

refl ect the nost
recent

i nterpretations,

i ncluding 73
definition and
nonmencl at ure changes.
Each chapter sunmary
hi ghl i ghts the nost

I nportant topics on
whi ch you'll be
tested, and review
guestions hel p you
gauge your
under st andi ng of the
material. You al so
get access to

el ectronic

fl ashcards, practice
exans, and the Sybex
test engine for

conpr ehensi vel y

t hor ough preparati on.
For those who audit,
control, nonitor, and
assess enterprise I T
and busi ness systens,
the Cl SA
certification signals
know edge, skills,
experi ence, and
credibility that
delivers value to a
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busi ness.
gui de gi ves you the
advant age of detail ed
expl anations froma
real -worl d
perspective, so you
can go into the exam
fully prepared.

Di scover how nuch you
al ready know by

begi nning with an
assessnent test
Under st and al |
content, know edge,
and tasks covered by
the Cl SA exam Get
nor e i n-depths

expl anati on and
denonstrations wth
an all-new training
vi deo Test your

knowl edge with the

el ectronic test

engi ne, fl ashcards,
revi ew questions, and
nore The Cl SA
certification has
been a globally
accept ed standard of
achi evenent anong

I nformati on systens
audit, control, and
security

pr of essi onal s si nce
1978. If you're

| ooki ng to acquire
one of the top IS
security credential s,
CISAis the

conpr ehensi ve st udy
gui de you need.

CERT Resilience
Managenent Mbdel

(CERT-RVW Edward
El gar Publ i shi ng
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This study You nmay regard cl oud

conputing as an ideal
way for your conpany
to control IT costs,
but do you know how
private and secure
this service really

i s? Not many people
do. Wth d oud
Security and Privacy,
you'll learn what's
at stake when you
trust your data to
the cloud, and what
you can do to keep
your virtual

i nfrastructure and
web applications
secure. ldeal for IT
staffers, information
security and privacy
practitioners,

busi ness managers,
servi ce providers,
and investors alike,
this book offers you
sound advi ce from
three well - known
authorities in the
tech security world.
You'l | learn detailed
i nformati on on cl oud
conputi ng security
that-until now has
been sorely | acking.
Revi ew t he current
state of data
security and storage
in the cloud,

i ncl udi ng
confidentiality,
integrity, and

availability Learn
about the identity
and access nmanagenent

Ffiec Cloud Outsourcing Guidelines

(I AM practice for

aut henti cati on,

aut hori zation, and
audi ting of the users
accessi ng cl oud

servi ces Di scover

whi ch security
managenent franewor ks
and standards are

rel evant for the

cl oud Understand the
privacy aspects you
need to consider in

t he cl oud, including
how t hey conpare with
traditional conputing
nodel s Learn the

| nportance of audit
and conpliance
functions within the
cl oud, and the

vari ous standards and
frameworks to

consi der Exam ne
security delivered as
a service-a different
facet of cloud
security

Cl SSP Study Gui de
Pearson | T
Certification

Thi s book
illustrates the

| nportance of

busi ness i npact

anal ysi s, which
covers risk
assessnent, and
noves towards

better

under st andi ng of

t he busi ness

envi ronment ,

I ndustry specific
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conpl i ance, | egal field and novel,
and regulatory cutti ng-edge research.
| andscape and the A @ossary is also

d f bUS i ncl uded at the end of
nee or business t he book. Topics and

continuity. The features: considers the
book provides various forensic
charts, checklists challenges for |egal
and flow di agrans access to data in a
that give the ¢l oud conputing

envi ronnent ; di scusses
roadmap to coll ect, orivacy inpact
collate and anal yze zssessnents for the
data, and give cl oud, and exami nes the
enterprise use of cloud audits to
managemnent t he attenuat e cl oud

entire mapping for security probl ens
revi ews concept ual
controls that

i ssues, basic

conpr ehensi vel y requi renments and
covers all practical suggestions
conpl i ance that the for provisioning
enterprise is dynam cal |y confi gured

subj ect to have. access control services
in the cloud; proposes

The book hel ps _ scoped invariants as a
professionals build prinitive for anal yzing
a control framework a cloud server for its
tailored for an integrity properties;
enterprise that I nvestigates the
covers best applicability of

. exi sting controls for
practices and mtigating information
rel evant standards gecurity risks to cloud
applicable to the conputi ng envi ronnents;

enterprise. describes ri sk
Commruni tv Banker managenent for cl oud
International Monetary conputing froman

Fund enterpri se perspective.
Thi s book anal yzes the Navigating the

| at est advances in Digital Age Springer
privacy, security and Even | eading

ri sk technol ogi es organi zations wth

wi thin cloud sophisticated IT
environments. Wth i nfrastructures and

contributions from

| eadi ng experts, the
text presents both a
solid overview of the

teans of | awyers can
find thensel ves
unprepared to deal
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with the range of

I ssues that can arise
in I T contracting.
Witten by two
seasoned attorneys, A
Quide to IT
Contracti ng:
Checklists, Tools,
and Techni ques
distills the nost
critical business and
| egal | essons | earned
t hr ough

The Bali Fintech
Agenda Van Haren

Thi s paper highlights
t he energing

supervi sory practices
that contribute to
effective
cybersecurity risk
supervision, wth an
enphasi s on how t hese
practices can be
adopt ed by those
agenci es that are at
an early stage of
devel oping a

supervi sory approach
to strengthen cyber
resilience. Financial
sector supervisory
authorities the world
over are working to
establish and

I npl enent a franmewor k
for cyber risk
supervi si on. Cyber
risk often stens from
mal i ci ous intent, and
a successful cyber
attack—nl i ke nost

ot her sources of

ri sk—ean shut down a
supervised firm

July, 27 2024



i medi ately and | ead covers

to systemm de

di sruptions and
failures. The
probability of attack
has i ncreased as
financial systens
have becone nore
reliant on

i nformati on and
comruni cati on

t echnol ogi es and as
t hreats have
continued to evol ve.
The Most | nport ant
Concepts in Finance
Pearson I T
Certification

Know how to design
and use identity
managenent to
protect your
application and the
data it nmanages. At
a tinme when
security breaches
result in

I ncreasingly
onerous penalties,
It Is paranount

t hat application
devel opers and
owner s under st and

I dentity managenent
and the value it
provi des when
bui | di ng
applications. This
book takes you from
account
provisioning to
authentication to
aut hori zation, and
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t roubl eshooti ng and
common problens to

avoi d. The aut hors

I ncl ude predictions
about why this wll
be even nore
| mport ant
future.

in the

be able to

sessi on

What You' ||l

desi gn

Ffiec Cloud Outsourcing Guidelines

Appl i cation
best practices with
codi ng sanples are
provi ded. Sol vi ng
| dentity and Access
Managenent in
Modern Applications
gi ves you what you
need to design
| dentity and access
managenent for your
applications and to
describe it to

st akehol ders with
confi dence. You
will
expl ai n account
creation,
and access
managenent ,
termnation, and
nor e.
Lear n Under st and
key identity
managenent concepts
| ncor porate
essenti al
princi pl es Design
aut henticati on and
access control
a nodern
application Know
the identity
managenent

account

for

f ramewor ks and

pr ot ocol s used
today (O DC/ QAuth
2.0, SAML 2.0)

Revi ew hi stori cal
failures and know
how to avoid them
Who This Book Is
For Devel opers,
enterprise or
application

archi tects,

busi ness
application or
product owners, and
anyone involved in
an application's

I dentity managenent

sol ution

Controls and Assurance
in the d oud
I nt er nati ona
Fund

Agil e continues to be
t he nost adopt ed
sof t ware devel opnent
met hodol ogy anong

or gani zat i ons
wor | dwi de, but it
general ly hasn't
integrated well with
traditional security
managenent techni ques.
And nost security

prof essionals aren’t
up to speed in their
under st andi ng and
experience of agile
devel opnment. To hel p
bri dge the divide

bet ween t hese two

worl ds, this practical
gui de i ntroduces
several security tools
and techni ques adapted
specifically to

Monet ary
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integrate with agile
devel opnent. Witten by
security experts and
agile veterans, this
book begi ns by

i ntroduci ng security
principles to agile
practitioners, and
agile principles to
security practitioners.
The aut hors al so reveal
probl ens t hey
encountered in their
own experiences wth

Security and
Privacy, |Cl SSP
2018, held in
Funchal - WMadeira,
Portugal, in
January 2018. The
15 full papers
presented were
careful ly revi ewed
and selected froma
total of 71

subm ssi ons. They

agile security, and howare dealing with

they worked to sol ve
them You' |l [earn how
to: Add security
practices to each stage
of your existing

devel opment 1ifecycle
Integrate security with
pl anni ng, requirenents,
design, and at the code
| evel Include security
testing as part of your
teamis effort to
del i ver worKking
software in each

rel ease | npl enent

regul atory conpli ance
in an agile or DevQps
envi ronnment Build an
effective security
program t hrough a

cul ture of enpathy,
openness, transparency,
and col | aborati on

Cyber Mercenaries
John Wley & Sons
Thi s book
constitutes the
revi sed sel ected
papers of the 4th

| nt ernati onal

Conf erence on

| nformati on Systens
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topi cs such as data
and software
security; privacy
and
confidentiality;
nobi | e systens
security; bionetric
aut henti cati on;

I nformati on systens
security and
privacy;

aut henti cati on,
privacy and
security nodel s;
data m ning and
know edge

di scovery;

phi shing; security
architecture and
desi gn anal ysi s;
security testing;
vul nerability

anal ysi s and
count er neasur es;
web applications

and servi ces.

A Maturity Model for
Managi hg QOperati ona
Resilience "OReilly
Media, Inc."
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G obal |y recogni zed and
backed by the d oud
Security Alliance (CSA)
and the (1SC)2 the CCSP
credential is the idea
way to match

mar ket abi l ity and
credibility to your
cloud security skil

set. The Ofici al
(1SC)2 Guide to the
CCSPSM CBK Second
Edition is your ticket
for expert insight

t hrough the 6 CCSP
domains. You will find
st ep- by-step gui dance
through real-life
scenarios, illustrated
exanpl es, tables, best
practices, and nore.
This Second Edition
features clearer

di agrans as wel |l as
refined expl anations
based on extensive
expert feedback. Sanple
questions help you

rei nforce what you have
| ear ned and prepare
smarter. Numerous

I 1lustrated exanpl es
and tabl es are included
to denonstrate

concepts, franmeworks
and real -life
scenari os. The book

of fers step-by-step
gui dance through each
of CCSP’' s donai ns,

i ncl udi ng best
practices and

t echni ques used by the
wor | d' s nost

experi enced
practitioners.

Devel oped by (I1SC)2,
endorsed by the d oud
Security Aliance®
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(CSA) and conpil ed and Regul ati on Packt

revi ewed by cl oud
security experts across
the world, this book
bri ngs together a

gl obal , thorough

per spective. The
Oficial (1SC2 Guide
to the CCSP CBK shoul d
be utilized as your
fundanmental study too
in preparation for the
CCSP exam and provi des
a conprehensi ve
reference that wll
serve you for years to
cone.

The Security Risk
Assessnent Handbook

| nt ernati onal

Monet ary Fund

Anyone trying to
under stand fi nance
has to contend with

t he evol ving and
dynam c nature of the
topi c. Changes in
econoni ¢ condi ti ons,
regul ati ons,

t echnol ogy,
conpetition,
gl obal i zat i on,
ot her factors
regul arly inpact the
devel opnent of the
field, but certain
essential concepts
remai n key to a good
under standi ng. This
book provi des

I nsi ghts about the
nost i nport ant
concepts in finance.
Fi nanci al Sect or
Assessnent Program
Techni cal Not e- Banki ng
Supervi si on and

and
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Publ i shing Ltd

The industry-| eadi ng
study guide for the

Cl SA exam fully
updat ed More than
27,000 1T

prof essional s take the
Certified Information
Systens Auditor exam
each year. SC Magazi ne
lists the Cl SA as the
top certification for

security

pr of essi onal s.
Conpl i ances,
regul ati ons, and best
practices for IS

audi ti ng are updat ed
twice a year, and this
is the nost up-to-date
book available to
prepare aspiring Cl SAs
for the next exam

Cl SAs are anong the
five highest-paid IT
security

prof essional s; nore
than 27,000 take the
exam each year and the
nunbers are grow ng

St andar ds are updat ed
twice a year, and this
book offers the nost
up-to-date coverage as
wel | as the proven
Sybex approach that
breaks down the
content, tasks, and
know edge areas of the
examto cover every
detail Covers the IS
audit process, IT
gover nance, systens
and infrastructure

i fecycl e managenent,

I T service delivery
and support,
protecting information

Ffiec Cloud Outsourcing Guidelines

assets, disaster
recovery, and nore
Anyone seeki ng
Certified Information
Systens Auditor status
wll be fully prepared
for the examwi th the
detailed information
and approach found in
this book. CD-ROM DVD
and ot her suppl enentary
materials are not

i ncluded as part of the
e-book file, but are
avai |l abl e for downl oad
after purchase
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